
With the integration of GLIMPS, 
WALLIX strengthens the security of the targets 
behind the WALLIX PAM4ALL solution suite.  
 
By combining, WALLIX Privileged Access 
Management Solution, WALLIX BASTION, with 
GLIMPS MALWARE, detecting malicious files or 
clipboard downloads and identifying malware and 
unknown threats is significantly simplified. 
 
 
 
 
 
 
 
 
 
 
 
WALLIX BASTION users can now integrate GLIMPS 
Malware into their Privileged Access Management 
platform to enable deep file analysis and strengthen 
their security perimeter.

Benefits  
 
of the combined solutions: 

 

WALLIX Session Management: 

Manage, control, and audit access 

to network assets, 

 

WALLIX Password Manager: 

Enables to easily control and 

manage passwords, secrets, and 

credentials.  

 

WALLIX Access Manager:  

Enable secure remote access for 

IT administrators and external 

providers to connect safely 

 

GLIMPS Malware Detect:  

Integrates with file flow to scan 

files and detect common and 

sophisticated malware in less than 

5 seconds using a unique 

DeepLearning algorithm. 

 

GLIMPS Malware Expert:  

Allows experts to benefit from a 

real in-depth malware analysis 

toolbox that speeds up malware 

analysis, lifts doubt, and alerts 

sorting operations by up to 90% 

by providing detailed information 

on each identified malware.
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A L L I A N C E S

S O L U T I O N  O V E R V I E W



ABOUT GLIMPS 
 
Founded in 2019 by 4 experts in reverse-engineering, GLIMPS offers cybersecurity solutions based on a 
revolutionary technology that can easily read and understand computer code. This technology has enabled the 
development of cybersecurity solutions for application analysis and advanced malware detection: GLIMPS 
Malware and GLIMPS Audit. 
 

https://www.glimps.fr

ABOUT WALLIX 
 
WALLIX is the European specialist in access and digital identity security and the world leader in PAM (Privileged 
Access Management). Its technologies enable organizations to meet today’s challenges in IT network protection and 
data security. They also provide detection and resilience to cyberattacks and protect organizations’ digital assets in 
addition to maintaining business continuity of IT systems, in the cloud, and in industrial networks. These technologies 
simplify compliance with regulatory requirements for access to critical IT infrastructure and data. With its PAM4ALL, 
PAM4OT, and Trustelem solutions, WALLIX helps its customers modernize their information systems and put 
cybersecurity at the service of their digital transformation. The company relies on a network of certified distributors, 
resellers, and integrators to support more than 2,000 organizations worldwide in all sectors of the economy. 
 

https://www.wallix.com

GLIMPS Products: 
- GLIMPS Malware DETECT 
- GLIMPS Malware EXPERT 
 

WALLIX Products: 
- WALLIX PAM4ALL, WALLIX BASTION 

KEY FEATURES: 
 
• Automated file analysis for privileged users. 
• Automated protection against files identified as malicious for sensitive targets. 
• Extremely fast analysis <5 seconds blocking malware from being deployed and 
spreading within the organization. 
 

KEY BENEFITS: 
 
• Targets protection from intentionally being infected by authorized users 
• Seamlessly integrated with the Bastion 
• Easy and fast Implementation (in a few minutes) 
• Additional control to improve security 
• Identified threats characterized immediately 
• File control and attack risk reduction


